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Conoscenze preliminari: 

Le conoscenze che in genere vengono acquisite nei tre anni di una laurea della classe L-35. In particolare: aritmetica, 

strutture algebriche e probabilità discreta. 

Obiettivi formativi: Acquisizione dei concetti e dei metodi della crittografia moderna. 

 

 

 

 

Risultati di 

apprendimento previsti  

 

 

Conoscenza e capacità di comprensione: 

Acquisizione dei concetti fondamentali della crittografia moderna e dei  metodi correlati. 

 

Conoscenza e capacità di comprensione applicate: 

Le conoscenze teoriche acquisite si utilizzano nelle tecnologie della sicurezza delle 

informazioni. 

 

Autonomia di giudizio: 

Capacità di valutare la correttezza dei metodi presentati. Capacità di individuare i giusti 

strumenti matematici e le giuste tecniche per affrontare problemi di sicurezza delle 

informazioni. 

 

Abilità comunicative: 

Acquisizione del linguaggio computazionale, necessario per la comprensione e la 

realizzazione dei metodi, l’analisi e la risoluzione dei problemi. 

 

Capacità di apprendere: 

Acquisizione di un metodo di studio adeguato, supportato dalla implementazione di 

algoritmi capaci di risolvere i problemi proposti periodicamente durante il corso. 

Programma del corso 

Crittografia classica, crittoanalisi. Teoria dell'informazione di Shannon, segretezza perfetta, entropia dell'informazione, 

key-equivocation. Cifrari prodotto, cifrari a blocchi, Data Encryption Standard, Advanced Encryption Standard. 

Crittografia a chiave pubblica, crittosistema RSA, test di primalità, radici quadrate modulo n, algoritmi di 

fattorizzazione. Logaritmi discreti, crittosistema di ElGamal, calcolo di logaritmi discreti. Applicazioni della crittografia 

alla firma digitale. 

Metodi di insegnamento: 

Lezioni ed esercitazioni in aula. 

Supporti alla didattica: 

Implementazione di algoritmi nel linguaggio di programmazione di SageMath. 

 

Controllo dell'apprendimento e modalità d'esame: 

Prova orale. 



Testi di riferimento principali:  

D. Stinson, Cryptography: theory and practice, 3rd Edition, 2005 

S. Vaudenay, A classical introduction to cryptography, Springer, 2006 

 


